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NEW QUESTION 1
Which description of synchronous calls to an API is true?

A. They can be used only within single-threaded processes.
B. They pause execution and wait for the response.

C. They always successfully return within a fixed time.

D. They can be used only for small requests.

Answer: B

NEW QUESTION 2
DRAG DROP

Drag and drop the code to complete the script to search Cisco ThreatGRID and return all public submission records associated with cisco.com. Not all options are

used.
Select and Place:

import redquests

API KEY = '"asdfl234asdfl234asdf1234°'

QUERY = ' !
URL = 'https://panacea.threatgrid.com/api/v2/ |H | i
PARAMS={"g" :QUERY, "api_ key":API_ KEY]
request = reguesats.get (url=URL, params=PARAMS)
print (regquest.json)
submi==sions= | l public query
cisco ] [ search cisco.com
A. Mastered
B. Not Mastered
Answer: A
Explanation:
import regquests
ARPI_KEY = 'a=zdfl234asdfl234asdf1234°'
QUERY = ! ciaco.com L
URL = 'https://panacea.threatgrid.com/api/v2/ search J | submissions |°

PARAMS={"g" : QUERY, "api key":API KEY]
request = reqgquests.get (url=URL, params=PARAMS)

print (requesat.json)

submizssions | l public query
cisco ] [ search cisco.com

NEW QUESTION 3

import regueats

headers = |

'Authorization': 'Bearer ' + investigate_api key
i
domains=["cisco.com"”, "google.com", "xreddfr.df"]

values = atr{json.dumps{domaina))

investigate url= 'https:!fiﬂueztiqate.apl.umhre11a_comfdamainzfcaceqa:izatinnf“

response = requests.poat(invesatigate url, data=values, headers=headers)

Refer to the exhibit.
What does the response from the API contain when this code is executed?

A. error message and status code of 403

B. newly created domains in Cisco Umbrella Investigate
C. updated domains in Cisco Umbrella Investigate

D. status and security details for the domains
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Answer: D

NEW QUESTION 4

Refer to the exhibit. A network operator must generate a daily flow report and learn how to act on or manipulate returned data. When the operator runs the script, it
returns an enormous amount of information. Which two actions enable the operator to limit returned data? (Choose two.)

A. Add recordLimi

B. followed by an integer (key:value) to the flow_data.
C. Add a for loop at the end of the script, and print each key value pair separately.
D. Add flowLimit, followed by an integer (key:value) to the flow_data.

E. Change the startDateTime and endDateTime values to include smaller time intervals.

F. Change the startDate and endDate values to include smaller date intervals.

Answer: AB

NEW QUESTION 5

When the URI “/api/fmc_config/vl/domain/e276abec-e0f2-11e3-8169-6d9ed49b625f/policy/accesspolicies"” is used to make a POST request, what does
"e276abec-e0f2-11e3-8169- 6d9ed49b625f" represent?

A. API token

B. domain UUID

C. access policy UUID
D. object UUID

Answer: B

NEW QUESTION 6
DRAG DROP

Drag and drop the items to complete the ThreatGRID API call to return a curated feed of sinkholed-ip-dns in stix format. Not all options are used.

Select and Place:

https://panacea.threatgrid.com/api/v3/

?api key=[API KEY]

/
PUT sinkholed-ip-dns
feads search
sinkholed-ip-dns.stix GET

A. Mastered
B. Not Mastered

Answer: A

Explanation:

GET

feads

https://panacea.threatgrid.com/api/v3/

/

sinkholed-ip-dns.stix

2api_ key=[API KEY]

PUT sinkholed-ip-dns
feeds search
sinkholed-ip-dns.stix GET

NEW QUESTION 7
Refer to the exhibit. A network operator wants to add a certain IP to a DMZ tag.
Which code segment completes the script and achieves the goal?

A. tag data

= json.dumps (tag_session) ['data’]
tag data['ranges'].append (DMZ_IP)
session.put (TAG_URL, j=on=tag_data,

headers=HERDERS,

verify=Falsze)

B. tag data = json.loads(tag session) ['data']
tag data['ranges'] .append(DMZ IF)
session.put (TAG_URL, data=tag_data, headers=HEADERS, verify=False)

tag data
tag_data

session.put (TAG URL, data=json.loads(tag data),

= json.dumps (tag session) ['data’]

['ranges'] .append (DMZ_IP)
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D. tag_data = json.loads(tag_session) [ 'data’]

tag data['ranges'].append(DMZ_ IP)

session.put (TAG URL, json=tag data, headers=HEADERS, verify=False)
Answer: A

NEW QUESTION 8
Which two event types can the eStreamer server transmit to the requesting client from a managed device and a management center? (Choose two.)

A. user activity events

B. intrusion events

C. file events

D. intrusion event extra data
E. malware events

Answer: BD

NEW QUESTION 9
Which curl command lists all tags (host groups) that are associated with a tenant using the Cisco Stealthwatch Enterprise API?

A. curl -X PUT"Cookie:{Cookie Data}"https://{stealthwatch_host}/smc-configuration/rest/v1/tenants/{tenant_id}/tags

B. curl -X POST -H"Cookie:{Cookie Data}"https://{stealthwatch_host}/smc-configuration/rest/vl/tenants/tags

C. curl -X GET -H"Cookie:{Cookie Data}"https://{stealthwatch_host}/smc-configuration/rest/vl/tenants/{tenant_id}/tags
D. curl -X GET -H"Cookie:{Cookie Data}"https://{stealthwatch_host}/smc- configuration/rest/v1l/tenants/tags

Answer: C

NEW QUESTION 10

Which two destinations are supported by the Cisco Security Management Appliance reporting APIs? (Choose two.)
A. email

B. Microsoft Word file

C.FTP

D. web

E. csv file

Answer: AD

NEW QUESTION 10

import json
import requests

BASE_URL = "https://investigate.api.umbrella.com"
HEADERS = {"Authorization": "Bearer %YourToken%"}

———MISSTING CODE——-

request= requests.get (URL, parmas= PARAMS,
verify=False)

Refer to the exhibit. A network operator must create a Python script that makes an API request to Cisco Umbrella to do a pattern search and return all matched
URLs with category information.
Which code completes the script?

A. URL = BASE_URL + "/find/exa\[a-z\]ple.com" PARAMS = { "categoryinclude” : "true"}
B. URL = BASE_URL + "ffind/exa\[a-z\|ple.com" PARAMS = { "returncategory" : "true"}
C. URL = BASE_URL + "/ffind/exa\[a-z\]ple.com" PARAMS = { "includeCategory" : "true"}
D. URL = BASE_URL + "ffind/exa\[a-z\]ple.com" PARAMS = { "returnCategory" : "true"}

Answer: D

NEW QUESTION 12

DRAG DROP

Drag and drop the code to complete the Cisco Umbrella Investigate WHOIS query that returns a list of domains that are associated with the email address
"admin@example.com”. Not all options are used.

Select and Place:
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"https://investigate.api.umbrella.com/ /
_.|||I n
[ email emails WHOIS
[ admin@example.com whois {admin@example.com}
A. Mastered

B. Not Mastered

Answer: A
Explanation:
"https://investigate.api.umbrella.com/ WHOIS /
emails / admin@example.com |"
email emails WHOILS
adminBexample.com whois {adminfexample.com}

NEW QUESTION 17
Which API is used to query if the domain “example.com” has been flagged as malicious by the Cisco Security Labs team?

A. https://s-platform.api.opendns.com/1.0/events?example.com

B. https://investigate.api.umbrella.com/domains/categorization/example.com
C. https://investigate.api.umbrella.com/domains/volume/example.com

D. https://s-platform.api.opendns.com/1.0/domains?example.com

Answer: B

NEW QUESTION 18

What is the purpose of the snapshot APIs exposed by Cisco Stealthwatch Cloud?
A. Report on flow data during a customizable time period.

B. Operate and return alerts discovered from infrastructure observations.

C. Return current configuration data of Cisco Stealthwatch Cloud infrastructure.

D. Create snapshots of supported Cisco Stealthwatch Cloud infrastructure.

Answer: B

NEW QUESTION 22

Request URL:
https://198.18.133.8/api/fdm/v1/policy/intrusicnpolicies

Refer to the exhibit.
What is the purpose of the API represented by this URL?

A. Getting or setting intrusion policies in FMC

B. Creating an intrusion policy in FDM

C. Updating access policies

D. Getting the list of intrusion policies configured in FDM

Answer: D

NEW QUESTION 27
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