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NEW QUESTION 1
- (Topic 1)
Which of the following is used to authenticate asymmetric keys?

A. Digital signature

B. MAC Address

C. Password

D. Demilitarized zone (DMZ)

Answer: A

NEW QUESTION 2

- (Topic 1)

Which of the following statements about testing are true?

Each correct answer represents a complete solution. Choose all that apply.

A. A stub is a program that simulates a calling unit, and a driver is a program that simulates a called unit.
B. In unit testing, each independent unit of an application is tested separately.

C. In integration testing, a developer combines two units that have already been tested into a component.
D. The bottom-up approach to integration testing helps minimize the need for stubs.

Answer: BCD

NEW QUESTION 3

- (Topic 1)

According to the case study, what protocol should be used to protect a customer's privacy and credit card information?
(Click the Exhibit button on the toolbar to see the case study.)

A.L2TP
B. FTP

C. HTTP

D. MS-CHAP
E. HTTPS

F. PPTP

Answer: E

NEW QUESTION 4

- (Topic 1)

You work as an executive manager for Mariotx.Inc. You entered into a business contract with a firm called Helfixnet.Inc. You passed on the contract details to
Helfixnet.Inc and also got an acceptance approval. You later find that Helfixnet.Inc is violating the rules of the contract and they claim that they had never entered
into any contract with Mariotx.Inc when asked. Which of the following directives of Information Assurance can you apply to ensure prevention from such issues?

A. Confidentiality
B. Non-repudiation
C. Data integrity
D. Data availability

Answer: B

NEW QUESTION 5
- (Topic 1)
How long are cookies in effect if no expiration date is set?

A. Fifteen days

B. Until the session ends.
C. Forever

D. One year

Answer: B

NEW QUESTION 6

- (Topic 1)

You work as an Incident handling manager for Orangesect Inc. You detect a virus attack incident in the network of your company. You develop a signature based
on the characteristics of the detected virus.

Which of the following phases in the Incident handling process will utilize the signature to resolve this incident?

A. Recovery

B. Identification
C. Containment
D. Eradication

Answer: D

NEW QUESTION 7
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- (Topic 1)
Which of the following statements about Secure Shell (SSH) are true? Each correct answer represents a complete solution. Choose three.

A. It was designed as a replacement for TELNET and other insecure shells.

B. It is a network protocol used primarily on Linux and Unix based systems.

C. It allows data to be exchanged using a secure channel between two networked devices.
D. It is the core routing protocol of the Internet.

Answer: ABC

NEW QUESTION 8
- (Topic 1)
Which of the following service provider classes is used to create a digital signature?

A. RC2CryptoServiceProvider
B. RNGCryptoServiceProvider
C. DESCryptoServiceProvider
D. SHA1CryptoServiceProvider
E. MD5CryptoServiceProvider
F. DSACryptoServiceProvider

Answer: F

NEW QUESTION 9

- (Topic 1)

Andrew works as a Network Administrator for NetTech Inc. The company has a Windows Server 2008 domain-based network. The network contains five Windows
2008 member servers and 120 Windows XP Professional client computers. Andrew is concerned about the member servers that are not meeting the security
requirements as mentioned in the security policy of the company. Andrew wants to compare the current security settings of the member servers with the security
template that is configured according to the security policy of the company. Which of the following tools will Andrew use to accomplish this?

A. Security Configuration and Analysis Tool

B. Active Directory Migration Tool (ADMT)

C. Task Manager

D. Group Policy Management Console (GPMC)

Answer: A

NEW QUESTION 10

- (Topic 1)

You are working on your computer system with Linux Operating system. After working for a few hours, the hard disk goes to the inactive state (sleep). You try to
restart the system and check the power circuits. You later discover that the hard disk has crashed. Which of the following precaution methods should you apply to
keep your computer safe from such issues?

A. Use Incident handling

B. Use OODA loop

C. Use Information assurance
D. Use SMART model.

Answer: D

NEW QUESTION 10

- (Topic 1)

Adam, a novice Web user is getting large amount of unsolicited commercial emails on his email address. He suspects that the emails he is receiving are the Spam.
Which of the following steps will he take to stop the Spam?

Each correct answer represents a complete solution. Choose all that apply.

A. Forward a copy of the spam to the ISP to make the ISP conscious of the spam.

B. Send an email to the domain administrator responsible for the initiating IP address.
C. Report the incident to the FTC (The U.

D. Federal Trade Commission) by sending a copy of the spam message.

E. Close existing email account and open new email account.

Answer: AC

NEW QUESTION 14

- (Topic 1)

Your Company is receiving false and abusive e-mails from the e-mail address of your partner company. When you complain, the partner company tells you that
they have never sent any such e-mails. Which of the following types of cyber crimes involves this form of network attack?

A. Cyber squatting

B. Cyber Stalking

C. Man-in-the-middle attack
D. Spoofing

Answer: D

NEW QUESTION 18
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- (Topic 1)
Which of the following monitors program activities and modifies malicious activities on a system?

A. Back door
B. HIDS

C. RADIUS
D. NIDS

Answer: B

NEW QUESTION 22

- (Topic 1)

You work as a project manager for TYU project. You are planning for risk mitigation. You need to identify the risks that will need a more in-depth analysis. Which of
the following activities will help you in this?

A. Quantitative analysis

B. Qualitative analysis

C. Estimate activity duration
D. Risk identification

Answer: B

NEW QUESTION 24
- (Topic 1)
Which of the following is a remote access protocol that supports encryption?

A. PPP
B. SLIP
C. UDP
D. SNMP

Answer: A

NEW QUESTION 28
- (Topic 1)
You have an antivirus program for your network. It is dependent upon using lists of known viruses. What is this type of scan called?

A. Heuristic

B. Fixed List
C. Dictionary
D. Host Based

Answer: C

NEW QUESTION 29
- (Topic 1)
Which of the following provides a credential that can be used by all Kerberos-enabled servers and applications?

A. Remote Authentication Dial In User Service (RADIUS)
B. Internet service provider (ISP)

C. Network Access Point (NAP)

D. Key Distribution Center (KDC)

Answer: D

NEW QUESTION 31

- (Topic 1)

Your company is going to add wireless connectivity to the existing LAN. You have concerns about the security of the wireless access and wish to implement
encryption. Which of the following would be the best choice for you to use?

A. WAP
B. WEP
C.DES
D. PKI

Answer: B

NEW QUESTION 36

- (Topic 1)

You work in an enterprise as a Network Engineer. Your enterprise has a secure internal network.

You want to apply an additional network packet filtering device that is intermediate to your enterprise's internal network and the outer network (internet). Which of
the following network zones will you create to accomplish this task?

A. Autonomous system area (AS)
B. Demilitarized zone (DMZ)

C. Border network area

D. Site network area
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Answer: C

NEW QUESTION 37
- (Topic 1)
Which of the following techniques are used after a security breach and are intended to limit the extent of any damage caused by the incident?

A. Corrective controls
B. Detective controls
C. Safeguards

D. Preventive controls

Answer: A

NEW QUESTION 40

- (Topic 1)

Tom works as the project manager for BlueWell Inc. He is working with his project to ensure timely and appropriate generation, retrieval, distribution, collection,
storage, and ultimate disposition of project information. What is the process in which Tom is working?

A. Stakeholder expectation management
B. Stakeholder analysis

C. Work performance measurement

D. Project communication management

Answer: D

NEW QUESTION 41

- (Topic 1)

You are the Security Consultant and have been contacted by a client regarding their encryption and hashing algorithms. Their in-house network administrator tells
you that their current hashing algorithm is an older one with known weaknesses and is not collision resistant. Which algorithm are they most likely using for
hashing?

A. PKI

B. MD5

C. SHA

D. Kerberos

Answer: B

NEW QUESTION 42

- (Topic 1)

You work as a security manager for Qualxiss Inc. Your Company involves OODA loop for resolving and deciding over company issues. You have detected a
security breach issue in your company.

Which of the following procedures regarding the breach is involved in the observe phase of the OODA loop?

A. Follow the company security guidelines.

B. Decide an activity based on a hypothesis.

C. Implement an action practically as policies.

D. Consider previous experiences of security breaches.

Answer: A

NEW QUESTION 46

- (Topic 1)

Kelly is the project manager of the NNQ Project for her company. This project will last for one year and has a budget of $350,000. Kelly is working with her project
team and subject matter experts to begin the risk response planning process. When the project manager begins the plan risk response process, what two inputs
will she need?

A. Risk register and the results of risk analysis

B. Risk register and the risk response plan

C. Risk register and the risk management plan

D. Risk register and power to assign risk responses

Answer: C

NEW QUESTION 47

- (Topic 1)

Which of the following are some of the parts of a project plan?

Each correct answer represents a complete solution. Choose all that apply.

A. Risk identification
B. Project schedule
C. Team members list
D. Risk analysis

Answer: ABC
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NEW QUESTION 51

- (Topic 1)

You want to ensure that everyone who sends you an email should encrypt it. However you do not wish to exchange individual keys with all people who send you
emails. In order to accomplish this goal which of the following should you choose?

A. DES
B. AES
C. Symmetric Encryption
D. Public Key encryption

Answer: D

NEW QUESTION 54

- (Topic 1)

You work as an Exchange Administrator for TechWorld Inc. The company has a Windows 2008 Active Directory-based network. The network contains an
Exchange Server 2010 organization. The messaging organization contains one Hub Transport server, one Client Access server, and two Mailbox servers.

You are planning to deploy an Edge Transport server in your messaging organization to minimize the attack surface. At which of the following locations will you
deploy the Edge Transport server?

A. Active Directory site

B. Intranet

C. Behind the inner firewall of an organization
D. Perimeter network

Answer: D

NEW QUESTION 58

- (Topic 1)

Your company is covered under a liability insurance policy, which provides various liability coverage for information security risks, including any physical damage of
assets, hacking attacks, etc. Which of the following risk management techniques is your company using?

A. Risk acceptance
B. Risk transfer

C. Risk avoidance
D. Risk mitigation

Answer: B

NEW QUESTION 60

- (Topic 1)

You work as a Network Administrator for Net World Inc. The company has a TCP/IP-based network.

You have configured an Internet access router on the network. A user complains that he is unable to access a resource on the Web. You know that a bad NAT
table entry is causing the issue. You decide to clear all the entries on the table. Which of the following commands will you use?

A. show ip dhcp binding

B. ipconfig /flushdns

C. ipconfig /all

D. clear ip nat translation *

Answer: D

NEW QUESTION 62
- (Topic 1)
Which of the following is the most secure place to host a server that will be accessed publicly through the Internet?

A. A DNS Zone

B. An Intranet

C. A demilitarized zone (DMZ)
D. A stub zone

Answer: C

NEW QUESTION 65

- (Topic 1)

The MBR of a hard disk is a collection of boot records that contain disk information such as disk architecture, cluster size, and so on. The main work of the MBR is
to locate and run necessary operating system files that are required to run a hard disk. In the context of the operating system, MBR is also known as the boot
loader. Which of the following viruses can infect the MBR of a hard disk?

Each correct answer represents a complete solution. Choose two.

A. Boot sector
B. Multipartite
C. File

D. Stealth

Answer: AB

NEW QUESTION 70
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- (Topic 1)
Which of the following tools is an open source network intrusion prevention and detection system that operates as a network sniffer?

A. IPLog

B. Snort

C. Timbersee
D. Swatch

Answer: B

NEW QUESTION 75

- (Topic 1)

Based on the case study, to implement more security, which of the following additional technologies should you implement for laptop computers?
(Click the Exhibit button on the toolbar to see the case study.) Each correct answer represents a complete solution. Choose two.

A. Encrypted Data Transmissions
B. Digital certificates

C. Two-factor authentication

D. PAP authentication

E. Encrypting File System (EFS)

Answer: BE

NEW QUESTION 80

- (Topic 1)

Which of the following statements are true about Dsniff?

Each correct answer represents a complete solution. Choose two.

A. ltis a virus.

B. It contains Trojans.

C. Itis antivirus.

D. It is a collection of various hacking tools.

Answer: BD

NEW QUESTION 84

- (Topic 1)

You have decided to implement an intrusion detection system on your network. You primarily are interested in the IDS being able to recognized known attack
techniques. Which type of IDS should you choose?

A. Signature Based
B. Passive

C. Active

D. Anomaly Based

Answer: A

NEW QUESTION 88
- (Topic 2)
Which of the following evidences is NOT the potential evidence for Routers?

A. Routing tables
B. MAC address
C. ACL
D. Logs

Answer: B

NEW QUESTION 91
- (Topic 2)
Which of the following U.S.C. laws is governs the fraudulent activities associated with computers?

A. 18 U.S.
B. 2251
C.18 U.S.
D. 3771
E. 18 U.S.
F. 2257
G.18 U.S.
H. 1030

Answer: D
NEW QUESTION 94
- (Topic 2)

Shoulder surfing is a type of in-person attack in which the attacker gathers information about the premises of an organization. This attack is often performed by
looking surreptitiously at the keyboard of an employee's computer while he is typing in his password at any access point such as a terminal/Web site. Which of the
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following is violated in a shoulder surfing attack?

A. Availability

B. Integrity

C. Confidentiality
D. Authenticity

Answer: C

NEW QUESTION 97

- (Topic 2)

In a complex network, Router transfers data packets by observing some form of parameters or metrics provided in the routing table. Which of the following metrics
is NOT included in the routing table?

A. Bandwidth
B. Load
C. Delay
D. Frequency

Answer: D

NEW QUESTION 98
- (Topic 2)
Which of the following protocols implements VPN using IPSec?

A.SLIP
B. PPTP
C.PPP
D. L2TP

Answer: D

NEW QUESTION 100
- (Topic 2)
Which of the following statements are true about classless routing protocols? Each correct answer represents a complete solution. Choose two.

A. They extend the IP addressing scheme.

B. The same subnet mask is used everywhere on the network.
C. They support VLSM and discontiguous networks.

D. IGRP is a classless routing protocol.

Answer: AC

NEW QUESTION 101
- (Topic 2)
Which of the following statements are true about security risks? Each correct answer represents a complete solution. Choose three.

A. They are considered an indicator of threats coupled with vulnerability.

B. They can be mitigated by reviewing and taking responsible actions based on possible risks.
C. They can be removed completely by taking proper actions.

D. They can be analyzed and measured by the risk analysis process.

Answer: ABD

NEW QUESTION 106

- (Topic 2)

You are the Administrator for a corporate network. You are concerned about denial of service attacks. Which of the following measures would be most helpful in
defending against a Denial-of-Service (DoS) attack?

A. Shorten the timeout for connection attempts.
B. Place a honey pot in the DMZ.

C. Implement a strong password policy.

D. Implement network based antivirus.

Answer: A

NEW QUESTION 108

- (Topic 2)

Which of the following is a technique of attacks in which the attacker secretly listens to the private conversation between victims?
A. Eavesdropping

B. Intrusion

C. Dialler attack

D. Denial of service

Answer: A
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NEW QUESTION 110
CORRECT TEXT - (Topic 2)
Fill in the blank with the appropriate value. SHA-1 produces a -bit message digest.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
SHA-1 produces al60-bit message digest

NEW QUESTION 113

- (Topic 2)

Which of the following components are usually found in an Intrusion detection system (IDS)?
Each correct answer represents a complete solution. Choose two.

A. Console
B. Sensor
C. Firewall
D. Modem
E. Gateway

Answer: AB

NEW QUESTION 116

- (Topic 2)

You work as a Network Administrator for ABC Inc. The company uses a secure wireless network.
John complains to you that his computer is not working properly. What type of security

audit do you need to conduct to resolve the problem?

A. Operational audit

B. Non-operational audit
C. Independent audit

D. Dependent audit

Answer: C

NEW QUESTION 121

- (Topic 2)

John works as a professional Ethical Hacker. He is assigned a project to test the security of www.we-are-secure.com. He enters a single quote in the input field of
the login page of the Weare- secure Web site and receives the following error message:

Microsoft OLE DB Provider for ODBC Drivers error '0x80040E14'

This error message shows that the We-are-secure Website is vulnerable to

A. A buffer overflow

B. An XSS attack

C. A Denial-of-Service attack
D. A SQL injection attack

Answer: D

NEW QUESTION 124

- (Topic 2)

The Information assurance pillars provide the surety of data availability to the users of an Information system. Which of the following network infrastructure
techniques accomplishes the objective of an efficient data availability management on a network?

Each correct answer represents a complete solution. Choose all that apply.

A. SAN
B. EFS
C. NAS
D. RAID

Answer: ACD

NEW QUESTION 125

- (Topic 2)

Which of the following refers to a condition in which a hacker sends a bunch of packets that leave TCP ports half open?
A. PING attack

B. Spoofing

C. Hacking

D. SYN attack

Answer: D

NEW QUESTION 127
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- (Topic 2)
Which of the following refers to the emulation of the identity of a network computer by an attacking computer?

A. Spoofing
B. PING attack
C. Hacking
D. SYN attack

Answer: A

NEW QUESTION 132
- (Topic 2)
Your computer continues to operate even if its disk drive has failed. This ability is known as

A. Recovery

B. Fault Tolerance
C. Backups

D. Disaster Recovery
E. Hashing

F. Independent Disks

Answer: B

NEW QUESTION 134

- (Topic 2)

You are concerned about possible hackers doing penetration testing on your network as a prelude to an attack. What would be most helpful to you in finding out if
this is occurring?

A. Examining your firewall logs

B. Examining your DNS Server logs

C. Examining your domain controller server logs
D. Examining your antivirus logs

Answer: A

NEW QUESTION 137

- (Topic 2)

You are hired by Techmart Inc. to upgrade its existing network. You have prepared a case study for planning the network.
According to your study, how many domains are required to setup the network of Techmart Inc.?

(Click the Exhibit button on the toolbar to see the case study.)

A. Two
B. Four
C. Three
D. One

Answer: D

NEW QUESTION 139
- (Topic 2)
Which of the following refers to encrypted text?

A. Plaintext
B. Cookies
C. Ciphertext
D. Hypertext

Answer: C

NEW QUESTION 143
- (Topic 2)
Which of the following tools is an open source protocol analyzer that can capture traffic in real time?

A. Snort

B. Wireshark
C. NetWitness
D. Netresident

Answer: B

NEW QUESTION 145
- (Topic 2)
Which of the following methods of encryption uses a single key to encrypt and decrypt data?

A. SIMIME

B. Asymmetric
C.PGP
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D. Symmetric

Answer: D

NEW QUESTION 150

- (Topic 2)

Configuration Management (CM) is an Information Technology Infrastructure Library (ITIL) IT Service Management (ITSM) process. Configuration Management is
used for which of the following?

* 1. To account for all IT assets

* 2. To provide precise information support to other ITIL disciplines

* 3. To provide a solid base only for Incident and Problem Management

* 4., To verify configuration records and correct any exceptions

and 4 only
3, and 4 only
, 2, and 4 only
3, and 4 only

Answer: C

NEW QUESTION 154
- (Topic 2)
Which of the following statements about Public Key Infrastructure (PKI) are true? Each correct answer represents a complete solution. Choose two.

A. Itis a digital representation of information that identifies users.
B. It uses asymmetric key pairs.

C. It provides security using data encryption and digital signature.
D. It uses symmetric key pairs.

Answer: BC

NEW QUESTION 159

- (Topic 2)

Which of the following can be used to protect a computer system from malware, viruses, spyware, and various types of keyloggers? Each correct answer
represents a complete solution. Choose all that apply.

A. KFSensor

B. Sheep dip

C. Enum

D. SocketShield

Answer: BD

NEW QUESTION 161

- (Topic 2)

You work as a Network Security Analyzer. You got a suspicious email while working on a forensic project. Now, you want to know the IP address of the sender so
that you can analyze various information such as the actual location, domain information, operating system being used, contact information, etc. of the email
sender with the help of various tools and resources. You also want to check whether this email is fake or real. You know that analysis of email headers is a good
starting point in such cases.

The email header of the suspicious email is given below:

What is the IP address of the sender of this email?

A. 209.191.91.180
B.141.1.11
C.172.16.10.90
D. 216.168.54.25

Answer: D

NEW QUESTION 164
- (Topic 2)
Which of the following firewalls operates at three layers- Layer3, Layer4, and Layer5?

A. Circuit-level firewall

B. Application layer firewall

C. Proxy firewall

D. Dynamic packet-filtering firewall

Answer: D

NEW QUESTION 166

- (Topic 2)

Mark works as a Network Administrator for NetTech Inc. The company has a Windows Server 2008 domain-based network. The network contains four Windows
2008 member servers and 250 Windows Vista client computers. One of the member servers works as a Web server that hosts an intranet Web site. According to
the company security policy, Mark needs to fulfill the following requirements:

* 1. Encryption should be used for authentication of all traffic to the Web site.

The Leader of IT Certification visit - https://www.certleader.com



CertLeader@ 100% Valid and Newest Version GISF Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/GISF-dumps.html (333 Q&AS)

* 2. SSL should not be used on the Web server for performance reasons.
* 3. Users should be authenticated using their Active Directory credentials.
In order to fulfill the requirements, Mark has disabled the Anonymous Authentication setting on the server. What else does he have to do?

A. Enable the Anonymous Authentication setting on the server.
B. Enable the Encrypting File System (EFS) on the server.

C. Enable the Digest Authentication setting on the server.

D. Enable the Windows Authentication setting on the server.

Answer: CD

NEW QUESTION 170
- (Topic 2)
Which of the following combines the characteristics of a bridge and a router?

A. Firewall
B. Brouter
C. Switch
D. Hub

E. Repeater

Answer: B

NEW QUESTION 172

- (Topic 2)

You and your project team want to perform some qualitative analysis on the risks you have identified and documented in Project Web Access for your project. You
would like to create a table that captures the likelihood and affect of the risk on the project. What type of a chart or table would you like to create for the project
risks?

A. Risk Breakdown Structure

B. Risk Probability and Impact Matrix
C. Risk Review Table

D. Risk Impact and Affect Matrix

Answer: B

NEW QUESTION 177
- (Topic 2)
Which of the following federal laws are related to hacking activities? Each correct answer represents a complete solution. Choose three.

18 U.S.
1029
.18 U.S.
1028
18 U.S.
1030
.18 U.S.
. 2510

TOMMOO®>»

Answer: ACD

NEW QUESTION 178

- (Topic 2)

You work as a professional Computer Hacking Forensic Investigator for DataEnet Inc. You want to investigate e-mail information of an employee of the company.
The suspected employee is using an online e-mail system such as Hotmail or Yahoo. Which of the following folders on the local computer will you review to
accomplish the task?

Each correct answer represents a complete solution. Choose all that apply.

A. Cookies folder

B. Temporary Internet Folder
C. Download folder

D. History folder

Answer: ABD

NEW QUESTION 182

- (Topic 2)

Firekiller 2000 is an example of a
A. DoS attack Trojan

B. Data sending Trojan

C. Remote access Trojan

D. Security software disabler Trojan

Answer: D

NEW QUESTION 187
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- (Topic 2)

You are the program manager of the BHG Program. One of the projects in your program will be using new materials that are somewhat untested. You are worried
that there may be delays and waste because the project team is unaware of how to accurately use these materials. You elect to send the people that will be using
the new materials through training on how to complete their project work. You also allow them to purchase some of the materials to experiment on their use before
the actual project work is to be done. You want to ensure that mistakes do not enter into the project. What type of action have you provided in this scenario?

A. This is an example of team development.
B. This is an example of a corrective action.
C. This is an example of quality assurance.

D. This is an example of a preventive action.

Answer: D

NEW QUESTION 190

- (Topic 2)

You work as the Network Administrator of TechJobs. You implement a security policy, to be in effect at all times, on the client computer in your network. While
troubleshooting, assistant administrators often change security settings on the network. You want the security policy to be reapplied after changes have been
made. How can you automate this task? (Click the Exhibit button on the toolbar to see the case study.)

A. Create a group policy object (GPO) and implement it to the domai

B. Configure a security policy on i

C. Give Administrators read-only permission on that GPO.

D. Create a separate OU for the Administrators to test the security settings.

E. Ask the assistant administrators to re-apply the security policy after the changes have been made.
F. Schedule the SECEDIT command to run on the client computers.

Answer: D

NEW QUESTION 193
- (Topic 2)
Which of the following categories of the network management model is used to detect and log network problems or device failures?

A. Fault Management

B. Configuration Management
C. Security Management

D. Performance Management

Answer: A

NEW QUESTION 197

- (Topic 2)

You work as a Software Developer for Mansoft Inc. You, together with a team, develop a distributed application that processes orders from multiple types of
clients. The application uses SQL Server to store data for all orders. The application does not implement any custom performance counters. After the application is
deployed to production, it must be monitored for performance spikes. What will you do to monitor performance spikes in the application in a deployment
environment?

Each correct answer represents a part of the solution. Choose all that apply.

A. Use SQL Profiler

B. Use CLR Profiler

C. Use Windows System Monitor

D. Use Microsoft Operations Manager

Answer: ACD

NEW QUESTION 202

- (Topic 2)

Which of the following roles is used to ensure that the confidentiality, integrity, and availability of the services are maintained to the levels approved on the Service
Level Agreement (SLA)?

A. The Service Level Manager
B. The Configuration Manager
C. The IT Security Manager
D. The Change Manager

Answer: C

NEW QUESTION 204

- (Topic 3)

Which of the following protocols is used to prevent switching loops in networks with
redundant switched paths?

A. Cisco Discovery Protocol (CDP)
B. Spanning Tree Protocol (STP)
C. File Transfer Protocol (FTP)

D. VLAN Trunking Protocol (VTP)

Answer: B
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NEW QUESTION 208
- (Topic 3)
Which of the following is used in asymmetric encryption?

A. Public key and user key
B. Public key and private key
C.SSL

D. NTFS

Answer: B

NEW QUESTION 212

- (Topic 3)

You are the project manager for TTX project. You have to procure some electronics gadgets for the project. A relative of yours is in the retail business of those
gadgets. He approaches you for your favor to get the order. This is the situation of

A. Bribery

B. Irresponsible practice
C. lllegal practice

D. Conflict of interest

Answer: D

NEW QUESTION 216

- (Topic 3)

You work as an Incident handling manager for a company. The public relations process of the company includes an event that responds to the e-mails queries. But
since few days, it is identified that this process is providing a way to spammers to perform different types of e-mail attacks. Which of the following phases of the
Incident handling process will now be

involved in resolving this process and find a solution? Each correct answer represents a part of the solution. Choose all that apply.

A. Recovery

B. Contamination
C. Identification
D. Eradication

E. Preparation

Answer: ABD

NEW QUESTION 218

- (Topic 3)

You work as the project manager for Bluewell Inc. Your project has several risks that will affect several stakeholder requirements. Which project management plan
will define who will be available to share information on the project risks?

A. Risk Management Plan

B. Communications Management Plan
C. Stakeholder management strategy
D. Resource Management Plan

Answer: B

NEW QUESTION 221

- (Topic 3)

You are the Network Administrator for a bank. You discover that someone has logged in with a user account access, but then used various techniques to obtain
access to other user accounts. What is this called?

A. Vertical Privilege Escalation

B. Session Hijacking

C. Account hijacking

D. Horizontal Privilege Escalation

Answer: D

NEW QUESTION 225
- (Topic 3)
Which of the following are parts of applying professional knowledge? Each correct answer represents a complete solution. Choose all that apply.

A. Maintaining cordial relationship with project sponsors

B. Reporting your project management appearance

C. Staying up-to-date with project management practices

D. Staying up-to-date with latest industry trends and new technology

Answer: BCD
NEW QUESTION 229
- (Topic 3)

John is a merchant. He has set up a LAN in his office. Some important files are deleted as a result of virus attack. John wants to ensure that it does not happen
again. What will he use to protect his data from virus?
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A. Antivirus

B. Backup

C. Symmetric encryption
D. Firewall

Answer: A

NEW QUESTION 230

- (Topic 3)

You work as a Software Developer for uCertify Inc. The company has several branches worldwide. The company uses Visual Studio.NET 2005 as its application
development platform. You have recently finished the development of an application using .NET Framework 2.0. The application can be used only for
cryptography. Therefore, you have implemented the application on a computer. What will you call the computer that implemented cryptography?

A. Cryptographer
B. Cryptographic toolkit

C. Cryptosystem
D. Cryptanalyst

Answer: C

NEW QUESTION 231
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