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NEW QUESTION 1

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the
Mobility (MDM and MAM) settings. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 2

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the Apple
MDM Push certificate.

Does this meet the goal?

A.Yes
B. No

Answer: B

NEW QUESTION 3

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint sharing policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified in the future.

Solution: From the Security & Compliance admin center, you create a threat management policy. Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 4

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint shoring policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified m the future. Solution: From the SharePoint admin center, you modify the sharing settings.
Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 5

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint shoring policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified m the future. Solution: From the SharePoint site, you create an alert.

Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 6
Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
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stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.
Your network contains an Active Directory domain named contoso.com that is synced to Microsoft

Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure pilot co-management

You add a new device named Device 1 to the domain. You install the Configuration Manager client on Devicel.

You need to ensure that you can manage Devicel by using Microsoft Intune and Configuration Manager.

Solution: You add Devicel to a Configuration Manager device collection. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 7

HOTSPOT

You have a Microsoft 365 subscription.

You are configuring permissions for Security & Compliance.

You need to ensure that the users can perform the tasks shown in the following table.

! Name Task |
| Userl Download all Security & Compliance reports |
| User2 Create and manage Security & Compliance

alerts.

The solution must use the principle of least privilege.
To which role should you assign each user? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Userl: ¥
Records Management
Security Administrator
Security Reader
Supervisory Review

Userl: ¥
Compliance Administrator
Organization Management
Security Administrator
Security Reader
Supervisory Review

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-in-the-security-and-compliance-center#mapping-of-role-groups-tHYPERLINK
"https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-in-the-security-and-compliance-center#mapping-of- role-groups-to-assigned-roles"o-
assigned-roles

NEW QUESTION 8

Your network contains an on premises Active Directory domain.

Your company has a security policy that prevents additional software from txnrwj installed on domain controllers.

You need to monitor a domain controller by using Microsoft Azure Advanced Threat Protection (ATP). What should you do? More than one answer choice may
achieve the goal. Select the BEST answer.

A. Deploy an Azure ATP sensor, and then configure port mirroring.

B. Deploy an Azure ATP sensor, and then configure detections.

C. Deploy an Azure ATP standalone sensor, and then configure detections.

D. Deploy an Azure ATP standalone sensor, and then configure port mirroring.

Answer: D
Explanation:
References:

https://docs.microsoft.com/en-us/azure-advanced-threat-protection/instHYPERLINK "https://docs.microsoft.com/en-us/azure-advanced-threat-protection/install-atp-
step5“all-atp-step5

NEW QUESTION 9
From the Microsoft Azure Active Directory (Azure AD) Identity Protection dashboard, you view the risk events shown in the exhibit. (Click the Exhibit tab.)
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S1gn-ins frorm anonymous |P addresses

ﬂ' Apply & sign-in risk policy for sutomatic mitigation. =

o7n3 om Tl 308 523
ACTTVE CLOSED
2 ] 2
UsER [ LOCATION SHEM-IM TIMI (UTCY STATUS

-l Allan Deyong 17T 74,154 Eishineyv, Kishines, Moldova QL2018 1024 AM Active
o Enrico Catiango TTRIT.A74.196 Eishinev, Kishingv, Moldova SRA/20018 10:30 AM Active
:. Allan E:’,—uﬂg 178.32.185.102 Fouban, Hauts-de-France, F... /42018 105 AM Closed |passwornd .
L Ernco Cattanes 178.32.185.102 Rouban, Hauts-de-France F... Sra/2008 1:05 AM Closed (password ,

You need to reduce the likelihood that the sign-ins are identified at risky. What should you do?

A. From the Security & Compliance admin center, create a classification label.

B. From the Security & Compliance admin center, add the users to the Security Readers role group.

C. From the Azure Active Directory admin center, configure the trusted IPs for multi-factor authentication.
D. From the Conditional access blade in the Azure Active Directory admin center, create named locations.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 10

You implement Microsoft Azure Advanced Threat Protection (Azure ATP). You have an Azure ATP sensor configured as shown in the following exhibit.
Updates

WARAE

How long after the Azure ATP cloud service is updated will the sensor update?

A. 1 hour
B. 12 hours
C. 48 hours
D. 7days
E. 24 hours

Answer: E

Explanation:
References:
https://docs.microsoft.com/en-us/azure-advanced-threat-protection/atp-whats-new

NEW QUESTION 10

You have a Microsoft 365 tenant

You have a line-of-business application named Appl that users access by using the My Apps portal. After some recent security breaches, you implement a
conditional access policy for Appl that uses Conditional Access App Control,

You need to be alerted by email if impossible travel is detected for a user of Appl. The solution must ensure that alerts are generated for App1 only.

What should you do?

A. From Microsoft Cloud App Security, create a Cloud Discovery anomaly detection policy.
B. From Microsoft Cloud App Security, modify the impossible travel alert policy.

C. From Microsoft Cloud App Security, create an app discovery policy.

D. From the Azure Active Directory admin center, modify the conditional access policy.

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/cloud-app-security/cloud-discovery-anomaly-detection-policy
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NEW QUESTION 12
HOTSPOT
You have the Microsoft Azure Active Director (Azure AD) users shown in the following table.

You create a conditional access policy that has the following settings:

» The Assignments settings are configured as follows:

» Users and groups: Groupl

» Cloud apps: Microsoft Office 365 Exchange Online

« Conditions: Include All device state, exclude Device marked as compliant

* Access controls is set to Block access.

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

NEW QUESTION 16

HOTSPOT

You have several devices enrolled in Microsoft Intune.

You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown in the following table.

Name Member of
Userl Groupl
User2 Groupl, Group2
User3 None
The device type restrictions in Intune are configured as shown in the following table.
Priority Member of Allowed platform Assigned to
l Policyl Android, 105, Windows IMDM) | None
2 Policy2 Windows (MDM) Giroup2
3 Policy3 Android, 105 Group|
Default All users Android, Windows (MDM) All users

You add User3 as a device enrollment manager in Intune.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
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Statements Yes No
Userl can enroll Windows devices in Intune. (3 P!
User2 can enroll Android devices in Intune. @ @
User3 can enroll 108 devices in Intune. @ @

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Statements Yes No
Userl can enroll Windows devices in Intune. (o |O|
User2 can enroll Android devices in Intune. |O| (>
User3 can enroll 108 devices in Intune. |@| (2

NEW QUESTION 18

HOTSPOT

You have several devices enrolled in Microsoft Intune.

You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown in the following table.

Name Role Member of
Userl Cloud device administrator | Groupl
User2 Intune administrator Group2
User3 None None
The device limit restrictions in Intune are configured as shown in the following table.
Priority Name Device limit Assigned fo
1 Policyl 15 Group2
2 Policy?2 10 Groupl
Default All users 5 All users

You add User3 as a device enrollment manager in Intune.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
Userl can enroll a maximum of 10 devices in Intune. ) (o
User2 can enroll a maximum of 10 devices in Intune. (o P,
User3 can enroll an unlimited number of devices in Intune. o P,

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/sHYPERLINK "https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enroliment-
manager"ccm/mdm/deploy- use/enroll-devices-with-device-enrollment-manager

NEW QUESTION 20

HOTSPOT

You plan to allow users from the engineering department to enroll their mobile device in mobile device management (MDM).
The device type restrictions are configured as shown in the following table.

Priority Name Allowed platform Assigned to
1 10S 108 Marketing
2 Android Android Engineering
Default All users All platiorms All users

The device limit restrictions are configured as shown in the following table.
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Priority Name Device limit Assigned to
1 Engineering | 15 Engineering
2 Wet Region | 5 Engineering
Default All users 10 All users

What is the effective configuration for the members of the Engineering group? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Device limit: : L
10
15
Allowed platform: v
Android only
10S only
All platforms
A. Mastered

B. Not Mastered

Answer: A
Explanation:
Device limit: : Y
10
15
Allowed platform: M
Android only
10S only
All platforms

NEW QUESTION 21

You have Windows 10 Pro devices that are joined to an Active Directory domain. You plan to create a Microsoft 365 tenant and to upgrade the devices to Windows
10 Enterprise. You are evaluating whether to deploy Windows Hello for Business for SSO to Microsoft 365 services. What are two prerequisites of the
deployment? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. Microsoft Azure Active Directory (Azure AD)

B. smartcards

C. Microsoft Intune enroliment

D. TPM-enabled devices

E. computers that have biometric hardware features

Answer: AC

Explanation:
References:
https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-hybrid-aadj-sso-base

NEW QUESTION 23

Your company has a Microsoft 365 E3 subscription.

All devices run Windows 10 Pro and are joined to Microsoft Azure Active Directory (Azure AD).

You need to change the edition of Windows 10 to Enterprise the next time users sign in to their computer. The solution must minimize downtime for the users.
What should you use?

A. Windows Autopilot

B. Windows Update

C. Subscription Activation
D. an in-place upgrade

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/windows/deployment/windows-autopilot/windows-autopilot
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NEW QUESTION 26

HOTSPOT

Your company is based in the United Kingdom (UK).

Users frequently handle data that contains Personally Identifiable Information (PII).

You create a data loss prevention (DLP) policy that applies to users inside and outside the company. The policy is configured as shown in the following exhibit.

Mew DLP policy ’ :
Review your settings

Choose the information to protect Template name
LLE Personally ldentifiable Information (PIT) Data

Name your policy

Policy name Edit
UK Personally identirable Informaton (PL] Data
Choose locations

Description Edit

Policy settings

Applies to content in these locations Edit

@  Review your settings

Exchange email
SharePoint sites
OneDrive accounts

Policy settings Eciit

I the content contins these types of tensitve infor LLK
Matonal Insurance Number (NINCHLLS. / UK. Passport Number
then notify people with a policy tip and emall message

If there are at least 10 instances of the same type of sensitive

info. block access (o the content and send an incden report
wilh a hqh seventy [evel but allow people 1o overnde

Turn policy on after it's created?

25

T T
| Back | Create Cancel

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

If a user attempts to upload a document to a Microsoft SharePoint v
site, and the document contains one UK passport number, the allowed
document will be [answer choice]. blocked without warning

blocked, but the user can override the policy

If a user attempts to email 100 UK passport numbers to a user in v
the same company, the email message will be [answer choice]. |allowed

blocked without warning

blocked, but the user can override the policy

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft. HYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies"com/en-
us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 28

HOTSPOT

You have a Microsoft 365 subscription that contains all the user data.

You plan to create the retention policy shown in the Locations exhibit. (Click the Locations tab.)
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Choose locations

The policy will apply to content that's stored in the locations you choase.

O Apply policy only to content in Exchange email. public felders. Office 365 groups. OneDrive and SharePoint decuments.

@ Let me choose specific locations. ()

Status Location Include
m m Exchange email 1 recipient
Choose recipients

Choaore groups

Excluds recipients

Exclude group:z

You configure the Advanced retention settings as shown in the Retention exhibit. (Click the Retention tab.)

Advanced retention

Keyword query editor

merger
acquisition
takeover

“~ Actions
When contént matches the conditions. perform the following actions.

Retentwon actions
@ Fetain the content (3)

[ Forthislong.. "5

o ke

11 1
| years v

Do you want us to delete it after this time?

@ ves Ono

O Don’t retain the content. Just delete it if it's older than ()

Retain or delete the content based on | when it was created LJ IE}

The locations specified in the policy include the groups shown in the following table.

Location Include
Exchange email A distnbution group named
LegalTeam
Office 365 groups | A secunty group named Legal365

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.
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Statements Yes No
Any file stored in Microsoft SharePoint group library by a user in the O 9

Legal365 group will be stored for five years, and then deleted.

An email message that contains the word takeover and is sent by a user
in the LegalTeam group will be deleted automatically after five years. Q O

If a new user is added to the LegalTeam group next week, and the user
sends an email message that contains the word takeover, the message o (o
will be deleted automatically after five years.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 31
HOTSPOT

You have a document in Microsoft OneDrive that is encrypted by using Microsoft Azure Information Protection as shown in the following exhibit.
Protection settings &

TN (eI N HYOK (AD RMS)

Select the protection action type @

(®) Set permissions

.
'{_.:' Set user-defined permissions (Preview)

USERS PERMISSIONS

M3B5x901434. onmicrosoft.com Co-Owner

+ Add permissions

Content expiration

Abways Mever By days

Number of days the content is valid
30 v

Allow offline access

Balance security requirements (includes access after revocation) with the flexibility to open protected
content without an Internet connection. More infermation and recommended settings

Always Mever By days

Mumber of days the content is available without an Internet connectian

7 o
Protection template ID - template id is automatically generated after template is saved

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

If you copy the file to vour local computer, you [answer choice]. v
cannot open fhe document

can open the document indefinitely
can open the document for up to 7 days
can open the document for up to 30 days

If you email the document to a user outside your organization, ¥
the user [answer choice]. cannot open the document

can open the document indefinitely

can open the document for up to 7 davs
can open the document for up to 30 days

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
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https://docs.microsoft.com/en-us/azure/information-protection/configure-policy-protection

NEW QUESTION 33

In Microsoft 365, you configure a data loss prevention (DLP) policy named Policyl. Policyl detects the sharing of United States (US) bank account numbers in

email messages and attachments.

Policyl is configured as shown in the exhibit. (Click the Exhibit tab.)

Use actions 1o protect content when the conditions are met.

Restrict access or encrypt the content

@‘: Block peopie from sharing and restrct access to shaned confent

By default, users are blocked from sending email messages to people. You can choose who has access to shared SharePaint and OneDrive content

Block these people from accessing ShanePoint and OneDrive content

".:J Everyone. Oaly the content owner, the last modifier, and the site ademin will continue 1o have scess

@ Only people outside your organization. People inside your organization will continwe fo have access

D Emcrypt email messages (applies only to content in Exchange)

You need to ensure that internal users can email documents that contain US bank account numbers to external users who have an email suffix of contoso.com.

What should you configure?

A. an action

B. a group

C. an exception
D. a condition

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies#how-dIp-policies-work

NEW QUESTION 37
HOTSPOT
You have a Microsoft 365 subscription.

You have a group named Support. Users in the Support group frequently send email messages to external users.

The manager of the Support group wants to randomly review messages that contain attachments. You need to provide the manager with the ability to review
messages that contain attachments sent from the Support group users to external users. The manager must have access to only 10 percent of the messages.
What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

To meet the goal for the manager, create:

¥

A label policy

A retention policy
A supervisor policy
An alert policy
MyAnalvytics

To review the messages, the manager must use:

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

Y

A message trace
An eDiscovery case
MyAnalvtics
Outlook Web App

https://docs.microsoft.com/en-us/office365/securitycompliance/supervision-policies

NEW QUESTION 38

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.
You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You create an Apple

Configurator enroliment profile. Does this meet the goal?

A. Yes
B. No

Answer: B
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NEW QUESTION 42
You have a Microsoft 365 subscription.

You need to investigate user activity in Microsoft 365, including from where users signed in, which applications were used, and increases in activity during the past

month. The solution must minimize administrative effort.
Which admin center should you use?

A. Azure ATP

B. Security & Compliance
C. Cloud App Security

D. Flow

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 46

You are testing a data loss prevention (DLP) policy to protect the sharing of credit card information with external users.

During testing, you discover that a user can share credit card information with external users by using email.

However, the user is prevented from sharing files that contain credit card information by using Microsoft SharePoint Online.

You need to prevent the user from sharing the credit card information by using email and SharePoint. What should you configure?

A. the locations of the DLP policy

B. the user overrides of the DLP policy rule
C. the status of the DLP policy

D. the conditions of the DLP policy rule

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 47

HOTSPOT

You have a Microsoft Office 365 subscription.

You need to delegate eDiscovery tasks as shown in the following table.
[ User Task

Userl o  Decrypt Microsoft Azure Rights Management ( Azure

RMS)-protected conlent.

View the eDiscovery cases crealed by Userl.

Configure case seftings.

Place content on hold,

View the eDiscovery cases created by Userl.

Export data from Advanced eDiscovery.

User2

The solution must follow the principle of the least privilege.
To which role group should you assign each user? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Userl: hd
eDiscovery Administrator
eDiscovery Manager
Records Management
Reviewer

Security Administrator
User2: v
eDiscovery Administrator
eDiscovery Manager
Records Management
Reviewer

Security Administrator

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/officeBHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/assign-ediscovery-

permissions"65/securitycompliance/assign- ediscovery-permissions

NEW QUESTION 48

You plan to use the Security & Compliance admin center to import several PST files into Microsoft 365 mailboxes.
Which three actions should you perform before you import the data? Each correct answer presents part of the solution.
NOTE: Each correct selection is worth one point.
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A. From the Exchange admin center, create a public folder.

B. Copy the PST files by using AzCopy.

C. From the Exchange admin center, assign admin roles.

D. From the Microsoft Azure portal, create a storage account that has a blob container.
E. From the Microsoft 365 admin center, deploy an add-in.

F. Create a mapping file that uses the CSV file format.

Answer: BCF

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/use-network-upload-to-import-pst- files

NEW QUESTION 51

You deploy Microsoft Azure Information Protection.

You need to ensure that a security administrator named SecAdminl can always read and inspect data protected by Azure Rights Management (Azure RMS).
What should you do?

A. From the Security & Compliance admin center, add User1 to the eDiscovery Manager role group.

B. From the Azure Active Directory admin center, add Userl to the Security Reader role group.

C. From the Security & Compliance admin center, add Userl to the Compliance Administrator role group.
D. From Windows PowerShell, enable the super user feature and assign the role to SecAdmin1.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-super-users

NEW QUESTION 52

HOTSPOT

From the Security & Compliance admin center, you create a retention policy named Policyl. You need to prevent all users from disabling the policy or reducing the
retention period.

Which command should you run? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Answer Area

¥| -Identity "Policyl" ¥] strue
Set-ComplianceTag -enabled
Set-HoldCompliancePolicy -Force _
Set-RetentionCompliancePolicy -RestrictiveRetention
Set-RetentionPolicy -RetentionPolicyTagLinks
Set-RetentionPolicyTag -SystemTag

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-retention/set-retentioncompliancepolicy?view=exchange-pHYPERLINK
"https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-retention/set-retentioncompliancepolicy ?view=exchange-ps"s

NEW QUESTION 53

You create a new Microsoft 365 subscription and assign Microsoft 365 E3 licenses to 100 users. From the Security & Compliance admin center, you enable
auditing.

You are planning the auditing strategy.

Which three activities will be audited by default? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. An administrator creates a new Microsoft SharePoint site collection.
B. An administrator creates a new mail flow rule.

C. A user shares a Microsoft SharePoint folder with an external user.
D. A user delegates permissions to their mailbox.

E. A user purges messages from their mailbox.

Answer: ABC

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-andcompliance?redirectSourcePath=%25HYPERLINK "https://docs.
microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-
andcompliance?redirectSourcePath=%2farticle%2f0d4d0f35-390b-4518-800e-0c7ec95e946¢"2farticle%252f0d4d0f35-390b-4518-800e-0c7ec95e946¢

NEW QUESTION 57

HOTSPOT

You have a Microsoft 365 tenant.

You create a retention label as shown in the Retention Label exhibit. (Click the Retention Label tab.)
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Review your settings

0 Name your Labsl Name

EMonths

e Label settings

Description fior admins

@ Review your setiings

Description for users

Retention

Latain and Delete

Based on when (I was crealed

Bk Create thes Dbel Canse

You create a label policy as shown in the Label Policy Exhibit. (Click the Label Policy tab.)

Detect content that matches this query:

“* Conditions

0 Choose label to auto-apply

' Choose conditions Propecty

a Name your policy

Locations

Review your settings

The label policy is configured as shown in the following table.

Configuration Value |
Label to auto-apply 6Months |
Locations Exchange email |

1wl takoe wp B0 1 day 1o apply the retention poboy to the locatsons you chose

W'l apply this policy to content that matches thise conditions. (1)

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes

Any sent email message that contains the word ProjectX willbe ()
deleted immediately.

Any sent email message that contains the word ProjectX willbe ()
retained for six months.

Users are required to manually apply a label to email messages ()
that contain the work ProjectX.

A. Mastered
B. Not Mastered

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 61

From the Security & Compliance admin center, you create a content export as shown in the exhibit. (Click the Exhibit tab.)
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SharePoint Content_Export

&  Restart report ‘ [ + Download report [ ] Delete
Status:
The export has completed. You can start downloading the
results.

Items included from the search:
All items, excluding ones that have unrecognized format, are
encrypted, or weren't indexed for other reasons.

Exchange content format:
One PST file for each mailbox.

De-duplication for Exchange content:
Mot enabled.

SharePoint document versions:
Included

Export files in a compressed (zipped) folder:
Yes

The export data was prepared within region:
Default region

What will be excluded from the export?

A. a 60-MB DOCX file
B. a 5-MB MP3 file
C. a 10-MB XLSX file
D. a 5-KB RTF file

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/export-a-content-search-report

NEW QUESTION 66

Your company has 5,000 Windows 10 devices. All the devices are protected by using Windows Defender

Advanced Threat Protection (ATP).

You need to view which Windows Defender ATP alert events have a high severity and occurred during the last seven days.
What should you use in Windows Defender ATP?

A. the threat intelligence API
B. Automated investigations
C. Threat analytics

D. Advanced hunting

Answer: B

Explanation:

References:
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/investigate-alertswindows-defender-advanced-threat-protection
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/automatedinvestigations-windows-defender-advanced-threat-protection

NEW QUESTION 70

Your company has a Microsoft 365 tenant.

The company sells products online and processes credit card information.

You need to be notified if a file stored in Microsoft SharePoint Online contains credit card information. The file must be removed automatically from its current
location until an administrator can review its contents.

What should you use?

A. a Security & Compliance data loss prevention (DLP) policy
B. a Microsoft Cloud App Security access policy

C. a Security & Compliance retention policy

D. a Microsoft Cloud App Security file policy
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Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 74

DRAG DROP
You have the Microsoft Azure Advanced Threat Protection (ATP) workspace shown in the Workspace exhibit. (Click the Workspace tab.)

Workspace

The sensors settings for the workspace are configured as shown in the Sensors exhibit. (Click the Sensors tab.)
Sensors

() Configure tory to install the first Sensor or Standalone Sensor

You need to ensure that Azure ATP stores data in Asia.
Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.
Actions Answer Area

Modify the integration setting for the workspace.

Delete the workspace.

Regenerate the access keys.

Create a new workspace.
Modify the Azure ATP user roles.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Delete the workspace.

Create a new workspace.

Regenerate the access keys.

NEW QUESTION 79
Your network contains an on-premises Active Directory domain named contoso.com. The domain contains 1,000 Windows 10 devices.

You perform a proof of concept (PoC) deployment of Windows Defender Advanced Threat Protection (ATP) for 10 test devices. During the onboarding process,

you configure Windows Defender ATP- related data to be stored in the United States.
You plan to onboard all the devices to Windows Defender ATP. You need to store the Windows Defender ATP data in Europe. What should you first?

A. Create a workspace.

B. Onboard a new device.
C. Delete the workspace.

D. Offboard the test devices.

Answer: D

NEW QUESTION 82

HOTSPOT

Your company uses Microsoft Cloud App Security.

You plan to integrate Cloud App Security and security information and event management (SIEM). You need to deploy a SIEM agent on a server that runs

Windows Server 2016.
What should you do? To answer, select the appropriate settings in the answer area. NOTE: Each correct selection is worth one point.
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First action to perform: v

Install Java 8.

Install Microsoft NET Framework 3.5.

Add the Windows Internal Database feature.

Add the Setup and Boot Event Collection feature.

Second action to perform: v
Run the Set-MMagent cmdlet.

Add the Setup and Boot Event Collection feature.

Run the java command and specify the -jar parameter.

Run the Install-WindowsFeature cmdlet and specify the -source parameter.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/integrate-your-siem-server-with-office-365-cas

NEW QUESTION 83

You have a Microsoft 365 tenant.

All users are assigned the Enterprise Mobility + Security license.

You need to ensure that when users join their device to Microsoft Azure Active Directory (Azure AD), the
device is enrolled in Microsoft Intune automatically.

What should you configure?

A. Enrollment restrictions from the Intune admin center

B. device enrollment managers from the Intune admin center

C. MAM User scope from the Azure Active Directory admin center
D. MDM User scope from the Azure Active Directory admin center

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 88

HOTSPOT

Your network contains an Active Directory domain named contoso.com. All client devices run Windows 10 and are joined to the domain.
You update the Windows 10 devices by using Windows Update for Business.

What is the maximum amount of time you can defer Windows 10 updates? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Quality updates: hd
14 days
30 days
60 days
120 days

Feature updates: ¥
60 days

180 days
365 days
540 days

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/update/waas-manage-updates-wufb

NEW QUESTION 93

Your company uses Microsoft System Center Configuration Manager (Current Branch) and Microsoft Intune to co-manage devices.
Which two actions can be performed only from Intune? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.
B. Deploy VPN profiles to iOS devices.

C. Deploy VPN profiles to Windows 10 devices.
D. Publish applications to Android devices.
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Answer: BD

Explanation:

References:

https://docs.microsofHYPERLINK "https://docs.microsoft.com/en-us/sccm/comanage/overview'"t.com/en-us/sccm/comanage/overview
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles

NEW QUESTION 98

HOTSPOT

Your network contains an Active Directory domain named contoso.com that uses Microsoft System Center Configuration Manager (Current Branch).

You have Windows 10 and Windows 8.1 devices.

You need to ensure that you can analyze the upgrade readiness of all the Windows 8.1 devices and analyze the update compliance of all the Windows 10 devices.
What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Y

First action to perform: —
Enroll the devices in Microsoft Intune.

Configure device compliance in Microsoft Intune.
Create a Microsoft Azure Log Analvtics workspace.
Add an alias (CNAME) record to the DNS zone of contoso.com.

Second action to perform: ¥

Configure all the devices to have a commercial ID.

Configure software inventory in Configuration Manager.

Configure all the devices to join the Windows Insider Program.
Configure and restart the Windows Update service on all the devices.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/windows/deployment/upgrade/upgrade-readiness-get-started https://docs.microsoft.com/en-
us/windows/deployment/update/update-compliance-get-started

NEW QUESTION 100

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.onmicrosoft.com. You have a Microsoft 365 subscription.
You need to ensure that users can manage the configuration settings for all the Windows 10 devices in your organization.

What should you configure?

A. the Enrollment restrictions

B. the mobile device management (MDM) authority
C. the Exchange on-premises access settings

D. the Windows enrollment settings

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/intune/mdm-authority-set

NEW QUESTION 105
You configure a conditional access policy. The locations settings are configured as shown in the Locations exhibit. (Click the Locations tab.)

Locations p 4

Control user access based on their physical
location. Learn more,

Configure @

Yes Mo

Include Exclude

Any locaticn
#) All trusted locations
Selected locations

The users and groups settings are configured as shown in the Users and Groups exhibit. (Click Users and Groups tab.)
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X
Users and groups

Include Exclude

Maone
All users
(®) Select users and groups

All guest users (preview) i ]
| Directory roles (preview) O
Security reader LV

Uisers and groups

Members of the Security reader group report that they cannot sign in to Microsoft Active Directory (Azure AD) on their device while they are in the office.
You need to ensure that the members of the Security reader group can sign in in to Azure AD on their device while they are in the office. The solution must use the

principle of least privilege.
What should you do?

A. From the conditional access policy, configure the device state.

B. From the Azure Active Directory admin center, create a custom control.
C. From the Intune admin center, create a device compliance policy.

D. From the Azure Active Directory admin center, create a named location.

Answer: D
Explanation:

References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 110

HOTSPOT
You have the Microsoft Azure Active Directory (Azure AD) users shown in the following table.
Name Member of
Userl Groupl
User2 Group2

Your company uses Microsoft Intune.
Several devices are enrolled in Intune as shown in the following table.

Name Platform BltLocker Dirive Encryplion Member of
| DO _— | (BiLocker) ! )
| Devicel | Windows 10 | Disabled | Groupl
| Device2 | Windows 10___| Disabled | Groupd _

The device compliance policies in Infune are configured as shown in the following table.

Name Require BitLocker Assigned to
Policyl Not configured Group3
Policy2 Require Group4

You create a conditional access policy that has the following settings: The Assignments settings are configured as follows:

Users and groups: Groupl
Cloud apps: Microsoft Office 365 Exchange Online

Conditions: Include All device state, exclude Device marked as compliant Access controls is set to Block access.

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes
Userl can access Microsoft Exchange Online from Devicel. P,
Userl can access Microsoft Exchange Online from Device2. )
User2 can access Microsoft Exchange Online from Device2. P

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Statements Yes No
Userl can access Microsoft Exchange Online from Devicel. () (2
Userl can access Microsoft Exchange Online from Device2. P, O
User2 can access Microsoft Exchange Online from Device2. @) C)

NEW QUESTION 111

Your company has 10 offices.

The network contains an Active Directory domain named contoso.com. The domain contains 500 client computers. Each office is configured as a separate subnet.
You discover that one of the offices has the following:

*Computers that have several preinstalled applications

*Computers that use nonstandard computer names

*Computers that have Windows 10 preinstalled

«Computers that are in a workgroup

You must configure the computers to meet the following corporate requirements:

*All the computers must be joined to the domain.

«All the computers must have computer names that use a prefix of CONTOSO.

«All the computers must only have approved corporate applications installed.

You need to recommend a solution to redeploy the computers. The solution must minimize the deployment time.
What should you recommend?

A. a provisioning package
B. wipe and load refresh
C. Windows Autopilot

D. an in-place upgrade

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/windows/deployment/windows-10-deployment-scenarios https://docs.microsoft.com/en-us/windows/deployment/windows-
autopilot/windows-autopilot

NEW QUESTION 112

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Device Management admin center, you create a trusted location and a compliance policy Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
References:
https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678

NEW QUESTION 116

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Azure Active Directory admin center, you create a trusted location and a conditional access policy.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-
Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678

NEW QUESTION 119

HOTSPOT

You have Microsoft 365 subscription.

You create an alert policy as shown in the following exhibit.
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Policy1

‘ & Delete policy ‘

Status @D on

Description Descnpfion

Severity Low

Category Threat management

Conditions Activity is Detected mabware in file
Aggregation Aggregated

Threshold 20 activities

Window 120 minutes

Scope Al users

Email reciplents Usert@sk190107 outhook onmicrosoft. com

Daily notification limit 100

Use the drop-down menus to select the answer choice that completes each statement based on the
information presented in the graphic.
NOTE: Each correct selection is worth one point.

Policy1 will trigger an alert if malware is detected in | Y
Exchange Online only

sharePoint Online only

SharePoint Online or GneDnve only

Exchange Online, SharePoint Online, or OneDrive

The mximum number of email messages that v
Policy1 will generate per day is 5 '
12
20
100
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Note: The Aggregation settings has a 120 minute window

NEW QUESTION 121

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

From the Security & Compliance admin center, you create a role group named US eDiscovery Managers by copying the eDiscovery Manager role group.
You need to ensure that the users in the new role group can only perform content searches of mailbox content for users in the United States.

Solution: From Windows PowerShell, you run the New-ComplianceSecurityFilter cmdlet with the appropriate parameters.

Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-filtering-for-content- search
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-content-search/newcompliancesecurityfilter?view=exchange-ps

NEW QUESTION 126

HOTSPOT

You have a Microsoft 365 subscription that uses a default domain named contoso.com. Three files were created on February 1, 2019, as shown in the following
table.

The Leader of IT Certification visit - https://www.certleader.com



CertLeaderm 100% Valid and Newest Version MS-101 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-101-dumps.html (146 Q&As)

Name Stored in
Filel Microsoft OneDnve
File2 A Microsoft SharePoint library
File3 Microsoft Exchange Online
email

On March 1, 2019, you create two retention labels named Labell and Label2.
The settings for Lablel are configured as shown in the Labell exhibit. (Click the Labell tab.)

_' -\.-yl g =tadlala
l.,.l-\._'!Lt }t-'.'.""‘q_;?

Rrterition

.:_ T b & L]
- -
Wt w e to A0 e They toreg |
-'.I.‘ -I.I-‘ --l.,-i' # - I."‘ -
. Trgges & SADottsd v
MOARy TRl Dol AR TRere e 20 PRy 1D VRS
User 1 @5k YBOR1E onvmecrosaft com
wotheng Lok e (O et
R LT alis Bl ! 2t chpate 0 Fir- (PO T
;..‘ - r ARty TR [Crteed B o ¥ a ¥ L]
Latwel clazpficaton

¢ Labawl t Lty L.z BT

The settings for Lable2 are configured as shown in the Label2 exhibit. (Click the Label2 tab.)

Label settings

Retenton -

When this label & appled to content

FLEN oF St TR DoAY Ded o

You apply the retention labels to Exchange email, SharePoint sites, and OneDrive accounts.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
File1 will be deleted automatically on February1, 2020

If User1 does not complete the disposition review within 90 days of receiving
the notification, File2 will be deleted automatically after February 1, 2021

File3 will be deleted automatically after February 1, 2021 O O

A. Mastered
B. Not Mastered
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Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/labels https://docs.microsoft.com/en-us/office365/securitycompliance/disposition-reviews

NEW QUESTION 128

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

From the Security & Compliance admin center, you create a role group named US eDiscovery Managers by copying the eDiscovery Manager role group.
You need to ensure that the users in the new role group can only perform content searches of mailbox content for users in the United States.

Solution: From Windows PowerShell, you run the New-AzureRmRoleAssignment cmdlet with the appropriate parameters.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

References:

https://docs.microsoft.com/en-us/powershell/module/azurerm.resources/new- azurermroleassignment?
view=azurermps-6.13.0

NEW QUESTION 133
Your company has a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. You sign for Microsoft Store for Business.
The tenant contains the users shown in the following table.

Name Microsoft Store for Business role Azure AD role
Usert Purchaser None
User2 Basic Purchaser None
User3 None Application administrator
Userd None Cloud application administrator
Userd None None

Microsoft Store for Business has the following Shopping behavior settings: Allow users to shop is set to On
Make everyone a Basic Purchaser is set to Off

You need to identify which users can install apps from the Microsoft for Business private store.

Which users should you identify?

A. Userl, User2, User3, User4, and User5
B. Userl only

C. Userl and User2 only

D. User3 and User4 only

E. Userl, User2, User3, and User4 only

Answer: C

Explanation:
References:
https://docs.microsoft.com/en-us/microsoft-store/acquire-apps-microsoft-store-for-business

NEW QUESTION 136

You have a Microsoft 365 subscription that contains a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.

In the tenant, you create a user named User1.

You need to ensure that Userl can publish retention labels from the Security & Compliance admin center. The solution must use the principle of least privilege.
To which role group should you add Userl1?

A. Security Administrator

B. Records Management

C. Compliance Administrator
D. eDiscovery Manager

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/file-plan-manager

NEW QUESTION 139

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it As a result these questions will not appear In the review screen.

You have a Microsoft Azure Active directory (Azure AD) tenant named contoso.com.

You create an Azure Advanced Threat Protection (ATP) workspace named Workspacel. The tenet contains the users shown in the following table .
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Name Member of group Azure AD role
User1 Azure ATP Workspace1 Administrators None
User2 Azure ATP Workspace1 Users None
User3 None Security administrator
Liserd Azure ATP Workspace! Users Global administrator

You need to modify the configuration of the Azure ATP sensors.
Solution: You instruct User 3 to modify the Azure ATP sensor configuration- Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 144

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it As a result these questions will not appear In the review screen.

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. You create an Azure Advanced Threat Protection (ATP) workspace named
Workspacel. The tenant contains users shown in the following table.

Name Member of group Azure AD role
| Userl Azure ATP Workspace1 Administrators None
User2 Azure ATP Workspace! Users None
User3 None Secunty administrator
| Userd Azure ATP Workspacel Users Global administratos

You need to modify the configuration of the Azure ATP sensors.
Solution: You instruct Userl to modify the Azure ATP sensor configuration. Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 147
HOTSPOT
Your company has a Microsoft 365 subscription.
You need to configure Microsoft 365 to meet the following requirements:
*Malware found in email attachments must be quarantined for 20 days.
*The email address of senders to your company must be verified.
Which two options should you configure in the Security & Compliance admin center? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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A. Mastered
B. Not Mastered

Answer: A

Explanation:
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NEW QUESTION 150

HOTSPOT

Your company has a Microsoft 365 subscription that uses an Azure Active Directory (Azure AD) tenant named contoso.com. The company stores 2 TBs of data in
SharePoint Online document libraries. The tenant has the labels shown in the following table.
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MName Type
Label1 Sensitrity label
Label2 Retention label
Label3 Azure Information Protection label
Statements Yes Ho
Labell can now be used a5 a sensitivity label or an Azure Informaton
Protecton label

Label2 can now be uted a5 a retention label or an Azure Information
Protecton label

Labeld can now be wsed as a sensitivity labed or an Azure Information

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Angwer Area
Statements Yes Ne

Labell can now be used as a sensithvity label or an Azure Informaton .
Protechon label
Label2 can now be used as a retention label or an Azure Information ) .
Protection label
Label3 can now be used &5 a sensithvity label or an Azure Informaton L

NEW QUESTION 153
Your company has a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com and a Microsoft 365 subscription. The company recently hired four
new users who have the devices shown in the following table.

Name Operating system
User1 Windows 8
User2 Windows 10
User3 Android B.0
Userd 0S 11

You configure the Microsoft 365 subscription to ensure that the new devices enroll in Microsoft Intune automatically.

A. Userl and User2 only

B. User 1, User2, and User only
C. Userl, User2.User3, and User4
D. User2only

Answer: C

NEW QUESTION 156

You have a Microsoft 365 subscription that uses a default domain named contoso.com.

You have two users named User 1 and User2.

From the Security & Compliance admin center, you add User1 to the ediscovery Manager role group. From the Security & Compliance admin center, Userl
creates a case named Casel

You need to ensure that Userl can add User2 as a case member. The solution must use the principle of least privilege.

To which role group should you add User2?

A. eDiscovery Manager
B. eDiscovery Administrator
C. Security Administrator

Answer: C

Explanation:

Case Study: 1 Contoso, Ltd Overview

Contoso, Ltd. is a consulting company that has a main office in Montreal and two branch offices in
Seattle and New York.

The company has the employees and devices shown in the following table.

2,800 300
: 1,100 200 -

| New York | 300 320 30 400 T |
Contoso recently purchased a Microsoft 365 ES subscription.

Existing Environment Requirement
The network contains an on-premises Active Directory forest named contoso.com. The forest contains the servers shown in the following table.
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Serverl Domain controller

Server2 Member server

Server3 Network Policy Server (NPS) server
Serverd Remote access server

Serverd Microsoft Azure AD Connect server

All servers run Windows Server 2016. All desktops and laptops are Windows 10 Enterprise and are joined to the domain.
The mobile devices of the users in the Montreal and Seattle offices run Android. The mobile devices of the users in the New York office run iOS.
The domain is synced to Azure Active Directory (Azure AD) and includes the users shown in the following table.

{ -~ —— =

Name AzreADrole
Userl None

User2 Application administrator

User3 Cloud application administrator
Userd Global administrator

| UserS Intune administrator

The domain also includes a group named Groupl.

Planned Changes

Contoso plans to implement the following changes:

sImplement Microsoft 365.

*Manage devices by using Microsoft Intune.

sImplement Azure Advanced Threat Protection (ATP).

*Every September, apply the latest feature updates to all Windows computers. Every March, apply the latest feature updates to the computers in the New York
office only.

Technical Requirements

Contoso identifies the following technical requirements:

*When a Windows 10 device is joined to Azure AD, the device must enroll in Intune automaticaiy.
*Dedicated support technicians must enroll all the Montreal office mobile devices in Intune.
*Userl must be able to enroll all the New York office mobile devices in Intune.

*Azure ATP sensors must be installed and must NOT use port mirroring.

*Whenever possible, the principle of least privilege must be used.

*A Microsoft Store for Business must be created.

Compliance Requirements

Contoso identifies the following compliance requirements:

*Ensure that the users in Groupl can only access Microsoft Exchange Online from devices that are enrolled in Intune and configured in accordance with the
corporate policy.

*Configure Windows Information Protection (W1P) for the Windows 10 devices.

NEW QUESTION 160
On which server should you install the Azure ATP sensor?

A. Server 1
B. Server 2
C. Server 3
D. Server 4
E. Server 5

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/azure-advanced-threat-protection/atp-capacity-planning

NEW QUESTION 162
You need to ensure that the support technicians can meet the technical requirement for the Montreal office mobile devices.
What is the minimum of dedicated support technicians required?

00w
w~ P

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enroliment- manager

NEW QUESTION 167

HOTSPOT

You need to meet the technical requirement for log analysis.

What is the minimum number of data sources and log collectors you should create from Microsoft Cloud App Security? To answer, select the appropriate options in
the answer area.

NOTE: Each correct selection is worth one point.

The Leader of IT Certification visit - https://www.certleader.com



CertLeader@ 100% Valid and Newest Version MS-101 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-101-dumps.html (146 Q&As)

Minimum number of data sources: v

O LD

Minimum number of log collectors: [ ¥

O W

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/discovery-docker

NEW QUESTION 171
Which report should the New York office auditors view?

A. DLP policy matches

B. DLP false positives and overrides
C. DLP incidents

D. Top Senders and Recipients

Answer: C

Explanation:
References:

https://docs.microsoft.com/en-us/office365/sHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-

policies"ecuritycompliance/data-loss- prevention-policies

NEW QUESTION 175

You need to recommend a solution for the security administrator. The solution must meet the technical

requirements.
What should you include in the recommendation?

A. Microsoft Azure Active Directory (Azure AD) Privileged Identity Management
B. Microsoft Azure Active Directory (Azure AD) Identity Protection

C. Microsoft Azure Active Directory (Azure AD) conditional access policies

D. Microsoft Azure Active Directory (Azure AD) authentication methods

Answer: C

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/untrusted-networks

NEW QUESTION 176
You need to protect the U.S. PII data to meet the technical requirements. What should you create?

A. a data loss prevention (DLP) policy that contains a domain exception

B. a Security & Compliance retention policy that detects content containing sensitive data
C. a Security & Compliance alert policy that contains an activity

D. a data loss prevention (DLP) policy that contains a user override

Answer: C
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/create-activity-alerts

NEW QUESTION 180
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